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• IoT-enabled + AI-enabled: non-trivial threat intelligence and 
information sharing
Complexity of hyper-connectivity between different IoT systems 
 “Black-box” nature of most advanced AI systems

• Tools, knowledge, training capabilities, for CERTs
Provide actionable and valuable intelligence: threats, vulnerabilities, IOC
Ensure trust

• Engage Key Experts:
CERT ecosystem: use cases/pilots, experience on tools usage, taxonomy/ontology, 

training
MeliCERTes v2: synergies with ongoing development work
Policy and standardization: identify gaps

1

Wrap up and next steps
 Goal of this event: Raise awareness (@M11), engage with Key Experts
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• NEXT STEPS
3 Stakeholders and Industrial Workshops (SIW), at M16, M26, and M34 
Join our community !
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Thank you for your participation!

Gonçalo Cadete (INOV)


