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Article 3
Definitions

For the purpose of this Regulation, the following definitions apply:

(D ‘artificial intelligence system’ (Al system) means software that is developed with one
or more of the techniques and approaches listed in[Annex I]and can, for a given set of
human-defined objectives, generate outputs such as content, predictions,
recommendations, or decisions influencing the environments they interact with;
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Article 3

Definitions

For the purpose of this Regulation, the following definitions apply:

(D)

‘artificial intelligence system’ (Al system)

means software that is developed with one

or more of the techniques and approaches listed in[Annex I|and can, for a given set of
human-defined objectives, generate outputs such as content, predictions,
recommendations, or decisions influencing the environments they interact with;

ANNEX1
ARTIFICIAL INTELLIGENCE TECHNIQUES AND APPROACHES

referred to in Article 3, point 1

(a) (Machine learning approaches, including supervised, unsupervised and reinforcement
learning, using a wide variety of methods including deep learning;

(b)

inductive (logic) programming, knowledge bases, inference and deductive engines,
(symbolic) reasoning and expert systems;

() [Statistical approaches, Bayesian estimation, search and optimization methods)

including knowledge representation,
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Defending Al-powered
solutions against

Adversarial attacks
Training data poisoning attacks

Exploiting vulnerabilities in widely
used (open source) libraries

Reverse engineering
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Cybersecurity for Al Trustworthiness & Cybersecurity Trustworthiness for Al
Trustworthy Cybersecurity = correct implementation of Trustworthy Al = Trustworthy Cybersecurity

*  Need for common understanding and what the trustworthiness characteristics are
*  Need for coherence between the (draft) Al Act & the (draft) Cyber Resilience Act
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