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AI-powered cybersecurity 
solutions

e.g. 
• vulnerabilities & cyber risk assessment
• penetration testing
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• spam filtering
• reporting
• forecasting
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* https://www.nist.gov/cyberframework 
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Cybersecurity for AI Trustworthiness & Cybersecurity Trustworthiness for AI 
Trustworthy Cybersecurity è correct implementation of Trustworthy AI è Trustworthy Cybersecurity

• Need for common understanding and what the trustworthiness characteristics are
• Need for coherence between the (draft) AI Act & the (draft) Cyber Resilience Act
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