
SecureCyber Cluster

Newsletter #2

Welcome to the 2nd issue!  

The newsletter will be out monthly and will include all the news
and updates regarding the projects’ progress and the relevant

activities performed by their consortia! 
 In this issue, read about our new joint workshop that is coming

on 6th March 2024 and other activities from the cluster
projects!

Don’t forget to reach out and join us in LinkedIn!

https://www.linkedin.com/company/securecyber-cluster-%E2%80%93enhancing-cybersecurity/about/?viewAsMember=true


“Cyber Threat Intelligence: Empowering IoT Security
Workshop”

Another joint workshop is coming on 6 March 2024 at 10 CET
and you can all attend remotely!

 Joint Events

Cyber Threat Intelligence refers to the knowledge and insights
gathered, analysed, and used to understand and predict cyber
threats and attacks. This intelligence is crucial for organizations
to proactively defend against potential cybersecurity threats
and to respond effectively when attacks occur.

This workshop focuses on the efforts of multiple EU-funded
projects that have developed a Cyber Threat Intelligence (CTI)
component, with a specific emphasis on IoT systems. The goal
of this workshop is to equip participants with the skills and
knowledge to gather, produce, elaborate, and share critical
information about cyber threats and attacks, especially in IoT
environments. The workshop also uniquely focuses on how CTI
can be seamlessly incorporated into several vertical industries,
addressing industry-specific challenges and needs.



.
This workshop will consist of expert-led presentations,
interactive sessions, and industry-focused discussions.
Participants from diverse sectors such as cybersecurity, IoT
development, and various industries will gain valuable
insights into developing and implementing CTI systems
tailored to their specific needs. The workshop serves as an
ideal platform for professionals to explore the intersection of
cybersecurity and industry-specific requirements, and to
contribute to the advancement of secure and resilient IoT
ecosystems across different sectors.
With key expets from ARCADIAN, , CROSSCON, , ELECTRON,
ERATOSTHENES, IDUNN, IRIS, SECANT, SENTINEL, SPATIAL,
TRUST aWARE

Register here, for free!  

News from the Projects

https://www.arcadian-iot.eu/
https://crosscon.eu/
https://electron-project.eu/
https://eratosthenes-project.eu/
https://www.idunnproject.eu/
https://www.iris-h2020.eu/
https://secant-project.eu/
https://sentinel-project.eu/
https://sentinel-project.eu/
https://spatial-h2020.eu/
https://trustaware.eu/
https://ti.to/securecyber-cluster-enhancing-cybersecurity/cyber-threat-intelligence-empowering-iot-security


ARCADIAN-IoT and SENTINEL project are planning a joint
final event to showcase the results.! Stay tuned for more
information, soon!

SPATIAL podcast 3rd episode – The accountability of
Artificial Intelligence-based systems – SPATIAL H2020
(spatial-h2020.eu)

Tthe "Identity & Trust in #IoT Ecosystems" webinar
organised by #ARCADIANIoT on 14 February 2024 was a
comprehensive event designed to explore the evolving
landscape of trust and identity verification within the
Internet of Things (IoT) ecosystems. Visit the website, here
for more information!  

https://www.arcadian-iot.eu/
https://sentinel-project.eu/
https://sentinel-project.eu/
https://spatial-h2020.eu/podcast-accountability-artificial-intelligence/
https://spatial-h2020.eu/podcast-accountability-artificial-intelligence/
https://spatial-h2020.eu/podcast-accountability-artificial-intelligence/
https://www.arcadian-iot.eu/event/identity-and-trust-in-iot-ecosystems-provided-by-arcadian-iot/

